
BUILDING YOUR CYBER 
RISK MANAGEMENT

OnSupport Corporation
- an IT firm offering solutions for your cyber security 
needs. OnSupport provides services from basic IT 
support to advanced data security management and 
vulnerability and penetration testing.

www.onsupport.com

eSentire, Inc.
- an IT industry leader in continuous network 
monitoring. For organizations that want a higher 
level of cyber security, eSentire provides 24-hour live 
monitoring of your computer network by an IT expert 
that actively “hunts” for cyber threats.

www.esentire.com

IT SUPPORT 
AND NETWORK 
MONITORING

WRITTEN POLICIES AND PROCEDURES

WORKFORCE 

EDUCATION 

–HIPAA

TMLT HIPAA Audit Preparation 
- customized Policies and Procedures 
designed to meet the Office for Civil 
Rights’ (OCR) audit protocol.

RISK MANAGEMENT PLANRISK ASSESSMENT

TMLT Risk Assessment
TMLT’s cyber risk management experts 
will visit your practice to determine your 
risks and vulnerabilities to cyber security 
threats. Our comprehensive assessment 
is designed to address the HIPAA 
Privacy; Security; & Breach Notification 
Rules and the Texas Medical Privacy Act.

CYBER 
INSURANCE

TMLT
All TMLT policies include cyber coverage with limits of $100,000 per claim and $100,000 per policy period for physicians. Group limits are 
$100,000 per claim and $500,000 per policy period. Increased limits and enhanced cyber coverage are available for purchase from TMLT.

Because not all cyber policies are the same, TMLT can help you purchase customized, stand-alone cyber insurance. We can also advise you on 
coverage benefits to protect against your cyber risks.

 

ConsultingWebmail@tmlt.org  www.tmlt.org/tmlt/products-services/cyber-consulting-services.html 

Workforce Education
TMLT provides customized on-site 
HIPAA training.
 
Nivola Healthcare Solutions  
- online HIPAA and Texas Medical 
Privacy Act training at an affordable 
price.

www.nivolahealthcaresolutions.com

TMLT Risk Management Plan
- based on the results of your TMLT 
Risk Assessment, we will help design 
a Risk Management Plan, as well as 
assist with updating your Policies 
and Procedures and in conducting 
workforce data security training.


